Network Penetration Testing

In this course, you will obtain real-world security knowledge that will enable you to recognize vulnerabilities, exploit system weaknesses and help safeguard against threats. You will learn the art of ethical hacking with a professional edge. The course’s foundation is built firmly upon proven penetration testing methodologies. The course presents information based on the five Key Elements of Pen Testing: Information Gathering, Scanning, Enumeration, Exploitation and Reporting. The latest vulnerabilities will be discovered using these tried and true techniques.

This course goes far beyond simply teaching you to “Hack”. Be prepared to learn penetration testing using advanced persistent threat techniques along with the highest-level ethical hacking methodologies. This course also enhances the business skills needed to identify protection opportunities, justify testing activities and optimize security controls appropriate to business needs in order to reduce business risk.

The course was developed and is taught around principles and behaviors used by malicious hackers, while keeping the focus on professional penetration testing and ensuring the security of information assets. For more information, please email cybersec@wayne.edu.

Who Should Attend?

- Network Administrators
- Security professionals
- Site Administrators
- Security Officers
- Auditors

$1899 Fee includes materials.

Registration (by telephone, mail or fax)
313-577-4665 (M-F, 9 am—4 pm) or 313-577-4354 (fax)
Register and pay by credit card at least one week before class starts.
No refunds will be given after the course starts.