Introduction to Applied Cyber Security

This course addresses the broad range of industry best practices, knowledge and skills expected of a security leader. You will learn both the theory and the requirements for practical implementation of core security concepts, practices, monitoring and compliance. You will learn to implement and maintain cost-effective security controls that are closely aligned with business requirements.

This introductory course is an ideal way to increase your security knowledge and skill. It will cover risk management, security management, authentication, access control, operations security, networking, business continuity, and much more.

This program is closely aligned with the leading standards of ISO27001, NIST, CISM® and the 2012 CISSP® CBK® Exam objectives, and it excels by providing a well-rounded and comprehensive overview of each topic area without being restricted to a single model or conceptual approach. This course prepares you for the Certified Information Systems Security Officer - C)ISSO certification exam through Mile2, which is included. It also prepares you for the Certified Information Systems Security Professional-CISSP exam, which can be taken separately through (ISC2). For more information, please email cybersec@wayne.edu.

Who Should Attend?
- Business Analysts
- Security Managers
- Security Officers
- IT Auditors

$1899  Fee includes materials.

Registration (by telephone, mail or fax)
313-577-4665 (M-F, 9 am—4 pm) or 313-577-4354 (fax)
Register and pay by credit card at least one week before class starts.
No refunds will be given after the course starts.